
Privacy statement
Privacy statement casavi.com

casavi GmbH (hereinafter: „casavi“ or „we“) complies with all relevant legal
data protection requirements (German data protection laws, European
data protection directives and any other applicable data protection law).
The legal requirements demand comprehensive transparency about the
processing of personal data. Only if the processing is comprehensible to
you as the data subject are you sufficiently informed about the meaning,
purpose and scope of the processing. With this privacy policy, we inform
you as a user about the type, scope and purpose of the collection and use
of personal data (hereinafter also abbreviated as “data”).

casavi reserves the right to amend this privacy statement. The current
version of the privacy statement is available on this page. Via your browser,
you can save or print the privacy statement or download a PDF at any time.

Please note that this privacy statement is not intended for the portal
mycasavi.com. Information about the processing of personal data via
the portal mycasavi.com is available here.

A. General

1. Person in charge

The person in charge according to Art. 4 No. 7 of the European General
Data Protection Regulation („GDPR“) for operating the website
www.casavi.com is

casavi GmbH
Sandstraße 33
80335 München
Telephone: +49 (0)89 2154 5359 – 0
Telefax: +49 (0)89 2154 5359 – 9
Email: hello@casavi.com

It is represented by the managing directors Peter Schindlmeier and Oliver
Stamm.

https://casavi.com/en/privacy-statement/
https://static.mycasavi.com/pages/de/latest/privacy-statement/index.html


2. Data Protection Officer

If you have any questions or comments about this privacy statement or
about data protection in general, you can also contact our data protection
officer at DSB@casavi.de or by post at „DSB casavi“, c/o Rickert
Rechtsanwaltsgesellschaft mbH, Colmantstr. 15, D-53115 Bonn.

3. Your rights

You may assert the following free rights against any controller of your
personal data pursuant to Art. 4 No. 7 GDPR in accordance with the
statutory provisions:

● Right to withdraw your consent (Art. 7 (3) GDPR): the revocation of
consent does not affect the lawfulness of the processing carried out
on the basis of the consent until the revocation.

● Right to information: you can request information in accordance
with Art. 15 GDPR about your personal data that we process. The
restrictions of § 34 BDSG apply.

● Right to object: you have the right to object at any time, on grounds
relating to your particular situation, to the processing of your
personal data which is carried out on the basis of Article 6 (1)
Sentence 1 lit. f GDPR. The controller will then no longer process the
personal data unless it can demonstrate compelling legitimate
grounds for the processing which override the interests, rights and
freedoms of the data subject, or for the assertion, exercise or defense
of legal claims. The collection of data for the provision of the website
and the storage of log files are absolutely necessary for the operation
of the website.

● Right to rectification: if the information concerning you is not (or no
longer) accurate, you can request a rectification in accordance with
Art. 16 GDPR. If your data is incomplete, you can request it to be
completed.

● Right to deletion: you can request the deletion of your personal data
in accordance with Art. 17 GDPR. The restrictions of § 35 of the
German Federal Data Protection Act apply.

● Right to restriction of processing: you have the right under Art. 18
GDPR to request restriction of the processing of your personal data.

● Right to data portability: in the event that the requirements of Art. 20
(1) GDPR are met, you have the right to have data that we process
automatically on the basis of your consent or in performance of a



contract handed over to you or to third parties. The collection of data
to provide the website and the storage of log files are absolutely
necessary for the operation of the website. They are therefore not
based on consent according to Art. 6 par. 1 sentence 1 lit a GDPR or
on a contract according to Art. 6 par. 1 Sentence 1 lit b GDPR, but are
justified according to Art. 6 par. 1 Sentence 1 lit f GDPR. The
requirements of Art. 20 (1) GDPR are therefore not fulfilled.

To assert your rights against casavi, please use the contact details above.
Our data protection officer is also available for confidential enquiries. You
can reach him under the contact details listed above.

You also have the right to lodge a complaint with a data protection
supervisory authority pursuant to Art. 77 et seq. GDPR to complain to a
data protection supervisory authority about the processing of your
personal data by the data controller. The supervisory authority responsible
for us is The Bavarian State Commissioner for Data Protection, P.O. Box 22
12 19, 80502 Munich, Germany, poststelle@datenschutz-bayern.de.  You can
find an overview of all supervisory authorities at
https://www.bfdi.bund.de/DE/Infothek/Anschriften_Links/anschriften_links-
node.html.

4. Legal bases and purposes for the processing of your data

If the legal basis is not stated in the data protection declaration, the
following shall apply to the processing under the responsibility of casavi
GmbH:

● Insofar as we obtain the consent of the data subject for processing
operations involving personal data, Art. 6 (1) sentence 1 lit. a GDPR
serves as the legal basis. Your consent can be revoked at any time.

● When processing personal data that is necessary for the
performance of a contract for consideration or free of charge, Art. 6
(1) sentence 1 lit. b GDPR serves as the legal basis. This also applies to
processing operations that are necessary for the implementation of
pre-contractual measures.

● Insofar as processing is necessary for the fulfillment of a legal
obligation to which our company is subject, Article 6 (1) sentence 1 lit.
c) GDPR serves as the legal basis.

● In the event that processing is necessary for the performance of a
task executed in the public interest or in the exercise of official

https://www.bfdi.bund.de/DE/Infothek/Anschriften_Links/anschriften_links-node.html
https://www.bfdi.bund.de/DE/Infothek/Anschriften_Links/anschriften_links-node.html


authority vested in the controller, the legal basis is Article 6 (1)(e)
GDPR.

● If the processing is necessary to protect a legitimate interest of our
company or a third party and the interests, fundamental rights and
freedoms of the data subject do not outweigh the first-mentioned
interest, Article 6 (1) sentence 1 lit. f GDPR serves as the legal basis for
the processing.

5. Storage duration

The data processed by us will be deleted or restricted in its processing in
compliance with the statutory provisions, in particular in accordance with
Art. 17 and 18 GDPR. Unless expressly stated within the scope of this data
protection declaration, we delete data stored by us as soon as it is no
longer required for its intended purpose. Beyond the point in time when
the purpose ceases to exist, data is only retained if it is required for other
and legally permissible purposes or if the data must continue to be
retained due to legal retention obligations. In these cases, processing is
restricted, i.e. blocked and not processed for other purposes. Statutory
retention obligations arise, for example, from Section 257 (1) of the German
Commercial Code (HGB) (6 years for commercial books, inventories,
opening balances, annual financial statements, commercial letters,
accounting vouchers, etc.) and from Section 147 (1) of the German Fiscal
Code (AO) (10 years for books, records, management reports, accounting
vouchers, commercial and business letters, documents relevant for
taxation, etc.).

6. Recipients, Third Country Transfers, Linked Third Party Sites

In some cases, we use external service providers who are bound by our
instructions to process your data. These have been carefully selected and
commissioned by us and are regularly monitored. The assignments are
based on agreements on commissioned processing in accordance with
Art. 28 GDPR. Independent processing for our own purposes does not take
place through the processors. Information on the processors used can be
found under the following points.

In some cases, we use processors from countries outside the European
Union, Norway, Iceland and Liechtenstein (EEA). The following countries
have an adequate level of protection based on an EU adequacy decision:
Andorra, Argentina, Canada (limited), Faroe Islands, Guernsey, Israel, Isle of



Man, Japan, Jersey, New Zealand, Switzerland, Uruguay. With recipients
from other third countries, we agree on EU standard contractual clauses to
guarantee an adequate level of protection. Where necessary,
supplementary safeguards are agreed to ensure an adequate level of data
protection. The standard contractual clauses used also oblige the
processors of casavi GmbH to check before each data transfer and taking
into account the circumstances of the data transfer whether the level of
protection to be guaranteed is complied with.

7. Automated decision making including profiling

Automated decision making including profiling does not take place.

8. Data processing security

casavi uses technical and organizational security measures to protect the
data you have provided against accidental or intentional manipulation,
loss, destruction or access by unauthorized persons. These security
measures are continuously improved in line with technological
developments. In addition, all employees and vicarious agents are bound
to data secrecy. Our security measures are continuously improved in line
with technological developments.

B. Collection and processing of your personal data when using our
website

1. Technical provision of the website, hosting

For the informational use of our website, it is generally not necessary for
you to actively provide personal data. Rather, in this case we collect and
use the data that your internet browser automatically transmits to us. This
includes:

● date and time of access
● host name of the accessing computer
● your browser type;
● the browser settings;
● the operating system used;
● the last page you visited;
● websites accessed via the website;



● the amount of data transferred and the access status (file transferred,
file not found, etc.);

● your IP address.

The data is processed on servers rented by us. We do not process this data
together with any personal data other than that specified above. The
temporary storage of the IP address by the system is necessary to enable
delivery of the website to the user’s computer. Your IP address is kept
accessible only to administrators of this website. After 24 hours at the
latest, your IP address is anonymised so that it is no longer possible to
assign your person by tracing the internet connection. Anonymization
takes place by shortening your IP address by three digits.

The temporary processing of the aforementioned data is technically
necessary for the offering of our website in order to display our website
correctly and to ensure the stability and security of our information
technology systems. These purposes also constitute our legitimate interest
in data processing, Art. 6 para. 1 p. 1 lit. f GDPR.

We store log files with your anonymized IP address to avert dangers and
for our IT security as well as to prove possible attacks. These purposes are
also our legitimate interest in data processing. A personal evaluation of the
data, in particular for marketing purposes, does not take place. The legal
basis for this is Art. 6 para. 1 p. 1 lit. f GDPR.

To operate this website, we use the hosting provider Amazon Webservices
(AWS), which processes inventory data, contact data, content data,
contract data, usage data, meta data and communication data of visitors
or customers of this website on our behalf and on the basis of our
legitimate interests in an efficient and secure provision of this online offer
pursuant to Art. 6 (1) sentence 1 lit. f, 28 GDPR.

Our legitimate interest in an efficient and secure provision of the web
offers within the meaning of Art. 6 (1) p. 1 lit. f GDPR forms the basis for the
use of AWS. AWS has been contractually obligated by means of an order
processing agreement pursuant to Art. 28 GDPR to process personal data
only on our instructions.

Through standard contractual clauses concluded with us, AWS offers a
guarantee of compliance with European data protection law. Our website
is hosted on servers within the European Union.



For more information about our processor AWS, please see
https://aws.amazon.com/de/compliance/germany-data-protection/.

2. Other plugins and embedded content

a. Google Maps

We use the Google Maps service on our website. This service is provided by
the operator Google Ireland Limited, Gordon House, Barrow Street, Dublin
4, Ireland (parent company: Google LLC, 1600 Amphitheatre Parkway,
Mountain View, CA 94043, USA). The offer allows us to display interactive
maps directly on our website.
When you visit our website, Google receives the information that you have
accessed the corresponding sub-page of our website. This takes place
regardless of whether Google provides a user account via which you are
logged in or whether no user account exists. Google processes your data as
usage profiles and uses them for the purposes of advertising, market
research and/or designing the website to meet your needs.
Google Maps is used in the interest of an attractive presentation of our
online offers and to make it easy to find the places we have indicated on
the website. The legal basis is your consent, which can be revoked at any
time with effect for the future, Art. 6 para. 1 p. 1 lit. a, Art. 7 GDPR. At the
same time, you consent pursuant to Art. 49 (1) sentence 1 lit. a GDPR that
your data may be processed at the parent company of the processor
Google in the USA.
Further information on the purpose and scope of data collection and
processing by the plug-in provider can be found in the provider’s privacy
policy. There you will also find further information on your rights in this
regard and setting options to protect your privacy:
http://www.google.de/intl/de/policies/privacy.

3. Use of your data for advertising purposes

a. Newsletter

We offer you the opportunity to sign up for our email newsletter on our
website. This will send you information by email about offers, promotions
and events from casavi. A newsletter will only be sent if you have
consented to receive it by providing your email address.

https://aws.amazon.com/de/compliance/germany-data-protection/
http://www.google.de/intl/de/policies/privacy


In the event of registration for the newsletter, the following personal data
will be processed by us: email address, IP address of the calling computer,
date and time of registration. You can provide further categories of data
voluntarily.

We use the so-called double-opt-in procedure to register for our
newsletter. This means that after your registration, we will send you an
email to the email address you provided in which we ask you to confirm
that you wish to receive the newsletter. If you do not confirm your
registration within 24 hours, your information will be blocked and
automatically deleted after one month. In addition, we store your IP
addresses and the times of registration and confirmation. The purpose of
this procedure is to be able to prove your registration and, if necessary, to
clarify a possible misuse of your personal data.
To unsubscribe from the newsletter, you can send your cancellation by
clicking on the link provided in every newsletter email, by email to
unsubscribe@casavi.de or by sending a message to the contact details
given in the imprint. Complete deletion will take place no later than 30
days after the last date of dispatch.

With the help of MailChimp, we can analyze our newsletter campaigns.
This includes measuring the so-called opening rate, i.e. how many
recipients have opened individual newsletter emails. Unfortunately, a
separate revocation of the performance measurement is not possible, in
which case the entire newsletter subscription must be canceled.

The newsletter is sent using the dispatch service provider “MailChimp”, a
service of the US provider Rocket Science Group, LLC, 675 Ponce De Leon
Ave NE #5000, Atlanta, GA 30308, USA. Email addresses are processed
exclusively for casavi and are not passed on to third parties. You can find
the data protection regulations at https://mailchimp.com/legal/privacy/.

The email addresses of our newsletter recipients are stored on MailChimp
servers in the USA. An order processing agreement in accordance with Art.
28 GDPR and so-called standard contractual clauses have been concluded
with the dispatch service provider to ensure that processing by MailChimp
only takes place on the instructions of casavi and in compliance with
European data protection standards.

For more details, please refer to the privacy policy of MailChimp at
https://mailchimp.com/legal/terms/

https://mailchimp.com/legal/privacy/
https://mailchimp.com/legal/terms/


With the help of MailChimp, we can analyze our newsletter campaigns.
This includes the measurement of the so-called opening rate, i.e. how
many recipients have opened individual newsletter emails. A separate
revocation of the performance measurement is unfortunately not possible,
in this case the entire newsletter subscription must be canceled.

The legal basis for this data processing is your consent, which can be
revoked at any time, Art. 6 para. 1 p. 1 lit. a, Art. 7 GDPR. At the same time,
you consent pursuant to Art. 49 (1) sentence 1 lit. a GDPR that your data is
processed by the MailChimp processor in the USA.

4. Commercial and business services

We process personal data insofar as this is necessary for the provision of a
functioning website or for the further provision of services. In addition, we
process your personal data for the purpose of responding to contact
requests, improving the offer and for any security measures. These and
other possible purposes are explicitly stated below for each processing
operation.

a. Contact us by email / contact form

We are happy for you to contact us, whether by contact form, phone, email
or social media.
In the case of contact via email and social networks, we process the
contents of the correspondence (texts, photos, other attachments) as well
as automatically accruing metadata (e.g. email headers, IP addresses). In
the case of contact via email, we also process your email address.
When you contact us via the contact form, we process the data you enter
and automatically generated metadata. This includes, in particular, the
contact data entered (name, company name, telephone number, email
address, address). In addition, the address of the last website you visited
may be stored if you accessed our contact form via an advertising banner.
For contacting us via our form, we only need your email address to be able
to reply to you. In addition, you can voluntarily enter your name so that we
can address you personally.
The purpose of the processing is the handling and administration of
contact requests as well as the initiation and maintenance of customer
and prospect communication. Your data will not be passed on to third
parties without your express consent.



We will delete your contact requests immediately after processing, unless
legal retention periods require further storage.

Depending on the content of the enquiry, the processing of your data in
the context of a contact is carried out on the basis of your (presumed)
consent in the case of purely informational enquiries in accordance with
Art. 6 (1) sentence 1 lit. a, Art. 7 GDPR, or in accordance with Art. 6 (1)
sentence 1 lit. b GDPR, insofar as the contacts are in connection with
(pre-)contractual performance obligations.

b. CRM system Pipedrive

Please note that if you contact us via the contact form, your contact data
may be stored in a file system for the administration of enquiries (customer
relationship management or comparable systems for organizing
enquiries). The legal basis for this is Art. 6 para. 1 p. 1 lit. f GDPR. casavi has a
legitimate economic interest in maintaining contacts that have arisen in
the course of business transactions, even beyond the initial contact, and in
using them to establish or maintain a business relationship. You can object
to the processing within the CRM system at any time free of charge.

The provider of the customer relationship management system is
Pipedrive OÜ, Mustamäe tee 3a, 10615 Tallinn, Estonia. We have concluded
an order processing agreement with Pipedrive OÜ in accordance with Art.
28 of the German Data Protection Regulation (GDPR), with which
Pipedrive undertakes to process personal data exclusively on the
instructions of casavi. For more information on our processor, please see
https://www.pipedrive.com/en/privacy.

c. Email/ticket management system

For the purpose of general organization, sending and receiving emails, we
use the non-advertising email programme (email client) Google Mail, a
service of Google Ireland Limited, Gordon House, Barrow Street, Dublin 4,
Ireland. Information on data protection at https://privacy.google.com/. In
addition, we use the ticket management system Intercom for the purpose
of structured processing and organization of enquiries. You can find more
information about our order processor Intercom at
https://www.intercom.com/de/terms-and-policies. The purposes described
above are also our legitimate interests according to Art. 6 para. 1 p. 1 lit. f
GDPR.

https://www.pipedrive.com/en/privacy
https://privacy.google.com/
https://www.intercom.com/de/terms-and-policies


We will delete your contact requests immediately after processing, unless
legal retention periods require further storage.

d. Chat function Pipedrive

When contact is made via the chat function offered, we process the data
entered by you and automatically accruing metadata. This includes, in
particular, contact data entered (name, company name, telephone
number, email address, address) and selected responses within the chat.

Please note that in the event of contact via chat, your contact data (name,
email address, company name, telephone number, address) and the
selection of predefined answers may be stored in a file system for the
administration of enquiries (customer relationship management or
comparable systems for enquiry organization). The legal basis for this is Art.
6 para. 1 p. 1 lit. f GDPR. casavi has a legitimate economic interest in
maintaining contacts that have arisen in the course of business
transactions even beyond the initial contact and in using them to establish
or maintain a business relationship. You can object to the processing
within the CRM system at any time free of charge.

The provider of the chat module and the customer relationship
management system is Pipedrive OÜ, Mustamäe tee 3a, 10615 Tallinn,
Estonia. We have concluded a commissioned processing agreement with
Pipedrive OÜ in accordance with Art. 28 GDPR, with which Pipedrive
undertakes to process personal data exclusively on the instructions of
casavi. For more information on our processor, please see
https://www.pipedrive.com/en/privacy.

e. Test casavi free of charge

You have the option of testing our offer for free for 14 days and/or using our
program permanently for a fee. To do so, register with us via our
registration form. In this case, we process the data you enter there (first
name, type, surname, email address, company, telephone, answer to the
question of how you became aware of us) for the purpose of providing the
test access, contacting you and submitting an offer. Please note the
privacy policy of mycasavi.com.

https://www.pipedrive.com/en/privacy


The legal basis for this is usually Art. 6 para. 1 p. 1 lit. b GDPR for the
fulfillment of (also pre-)contractual obligations. This also includes the
creation of a user profile.

If you do not decide in favor of the product after the test, we will delete
your data within one month at the latest.

5. Use of the career portal at casavi.de

You have the option to apply online via our website for vacancies posted
there. To do so, you can send us your application documents after selecting
the respective position. The data you enter in the form (surname, first
name, email address, telephone number, date of availability, application
documents (CV, references, cover letter) and optionally salary
requirements, XING and LinkedIn details) will be processed by us after you
click on the “Send application” button.

The processing is carried out exclusively for the implementation of the
application procedure and on the basis of Art. 88 para. 1 GDPR in
conjunction with. § 26 para. 1 p. 1 of the German Federal Data Protection
Act. There is no transmission to third countries.

After completion of the application procedure, your data will be kept for a
further 6 months in the event of an unsuccessful application for the
purpose of legal defense and then deleted.

6. Social media integration

Unless otherwise stated, we process your data on the basis of our
legitimate interests pursuant to Art. 6 (1) p. 1 lit. f) GDPR to improve the
content and make it more convenient for you to use. The described
purposes coincide with our legitimate interests. If cookies are used when
integrating social media content, this is done on the basis of your consent
pursuant to Art. 6 (1) p. 1 lit. a), Art. 7 GDPR.

a. Links to social media profiles

We also link to our presences on various social networks on our website.
The integration takes place via a linked graphic of the respective network.
This prevents an automatic connection to the server of the respective
network when our website is called up; instead, the user is only redirected



to the service of the respective social network by clicking on the
corresponding graphic.

After forwarding, information is collected by the respective network,
whereby it cannot be ruled out that processing of the data collected in this
way takes place in the USA.

The collected data are initially IP address, date, time and visited page.
However, if you are logged into your user account of the respective
network, the network operator may be able to assign the collected
information of the specific visit to your personal account. If you interact via
a "Share" button of the respective network, this information can be stored
in your personal account and possibly published. If you want to prevent the
collected information from being directly assigned to your user account,
you must log out before clicking on the graphic or the "Share" button.

The following social networks are integrated into our site by linking:

Facebook

Facebook Ireland Limited, 4 Grand Canal Square, Dublin 2, Ireland, a
subsidiary of Facebook Inc, 1601 S. California Ave, Palo Alto, CA 94304, USA.

Privacy policy: https://www.facebook.com/policy.php

twitter

Twitter Inc, 795 Folsom St., Suite 600, San Francisco, CA 94107, USA

Privacy policy: https://twitter.com/privacy

LinkedIn

LinkedIn Ireland Unlimited Company, Wilton Plaza, Wilton Place, Dublin 2,
Ireland, a subsidiary of LinkedIn Corporation, 1000 W. Maude Avenue,
Sunnyvale, CA 94085 USA.

Privacy policy: https://www.linkedin.com/legal/privacy-policy



Xing

New Work SE, Dammtorstraße 30, 20354 Hamburg, Germany.

Privacy policy: https://privacy.xing.com/de/datenschutzerklaerung

b. Video portal: Vimeo

We use the services of the platform “Vimeo” of the provider Vimeo Inc.,
Attention: Legal Department, 555 West 18th Street New York, New York
10011, USA for the videos. You can find the data protection declaration of
Vimeo at https://vimeo.com/privacy.

The integration of videos via the video plugin from Vimeo serves to
personalize our website. This constitutes a legitimate interest within the
meaning of Art. 6 (1) lit. f GDPR. The legal basis for this data processing is
your consent, which can be revoked at any time, Art. 6 para. 1 sentence 1 lit.
a, Art. 7 GDPR. At the same time, you consent pursuant to Art. 49 (1)
sentence 1 lit. a GDPR to the processing of your data by the processor
Vimeo in the USA.

c. Video portal: YouTube

We integrate the videos of the platform “YouTube” of the provider Google
Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland (parent
company: Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA
94043, USA). When you visit one of our pages equipped with a YouTube
plugin, a connection to the YouTube servers is established. This tells the
YouTube server which of our pages you have visited.

If you have logged into your YouTube account, you enable YouTube to
assign your surfing behavior directly to your personal profile.

The integration of videos via the YouTube video plugin serves to
personalize our website. This constitutes a legitimate interest within the
meaning of Art. 6 (1) lit. f GDPR. However, personal data for the purposes of
analysis and evaluation by Google will only be transmitted as a result of
your consent, which can be revoked at any time with effect for the future,
Art. 6 para. 1 sentence 1 lit. a, Art. 7 GDPR. At the same time, you consent
pursuant to Art. 49 (1) sentence 1 lit. a GDPR that your data may be
processed by the parent company of the processor Google in the USA.

https://vimeo.com/privacy


You can find the privacy policy at: https://www.google.com/policies/privacy/.

You can find the opt-out option at:
https://adssettings.google.com/authenticated.

C. Statistics, web analytics, advertising based on tracking and
retargeting - use of cookies

Customize cookie settings

Under certain circumstances, casavi collects information about the use of
the website through the use of so-called browser cookies. These are small
text files that are stored on your data carrier and save certain settings and
data for exchange with casavi via the user’s browser. A cookie usually
contains the name of the domain from which the cookie data was sent as
well as information about the age of the cookie and an alphanumeric
identifier. Cookies enable the system to recognize the user’s device and
make any preferences immediately available. As soon as a user accesses
the platform, a cookie is transferred to the hard disk of the respective user’s
computer. Cookies help casavi to improve the website and to offer the user
a better and more tailored service. They enable casavi to recognize the
user’s computer when the user returns to the casavi website and thereby:

● To store information about your preferred activities on the website in
order to tailor our website to your individual interests. This includes,
for example, advertising that matches your personal interests;

● To speed up the processing of your requests;
● The cookies we use only store the data explained above about your

use of the website. This is not done by assigning it to you personally,
but by assigning an identification number to the cookie (“cookie ID”).
The cookie ID is not merged with the name, IP address or similar
data that would enable the cookie to be assigned to the user.

Casavi uses the following cookies:

● Essential cookies: These enable basic functions and are necessary for
the proper functioning of the website. It is not possible to use the
website without these cookies.

● Marketing cookies: Marketing cookies are used by third parties or
publishers to display personalized advertising. They do this by
tracking visitors across websites.

https://www.google.com/policies/privacy/
https://adssettings.google.com/authenticated


● Cookies of external media, which are required for the integration of
third-party plug-ins.

In our cookie settings, we inform you about which cookies we use, how
they are designated, the functional duration of the cookies and the
purposes for which we use them. You can find more information about the
respective service providers in this privacy policy.

Access to a cookie is generally only possible from the internet address from
which the cookie is set. This means that we do not have access to the
cookies of the third-party providers used. They also do not have access to
our cookies.

If you do not wish to use browser cookies, you can, on the one hand, set the
browser so that cookies are not accepted. On the other hand, you will be
asked to make cookie settings the first time you visit the casavi.de website.
In doing so, you can choose which cookies (essential only, marketing or
external media cookies) you accept.

The legal basis for the use of cookies is Art. 6 para. 1 p. 1 lit. f GDPR, unless
you have consented to the use of cookies. In this case, the legal basis is
your consent, which can be revoked at any time with effect for the future,
Art. 6 para. 1 p. 1 lit. a, Art. 7 GDPR.

Borlabs Cookies

We use the Borlabs Cookie Consent technology on our website to store
and document your consent for certain cookies in accordance with data
protection requirements. The provider of the Consent technology is
Borlabs GmbH, Rübenkamp 32, 22305 Hamburg. When you enter our
website, a Borlabs cookie is stored in your browser, in which the consents
you have given or the revocation of these consents are stored. Borlabs
cookie does not transmit any data from you to the provider.For more
information, please visit: https://de.borlabs.io/datenschutz/ Consent
technology is used on the legal basis of Art. 6 para.1 p.1 lit. c) DS-GVO to
obtain the legally required consents for the use of cookies.

1. Web analysis, statistics tool



To determine which content on our website is of most interest to you, we
continuously measure the number of visitors and the most viewed
content. For this purpose, we process your data

● to record the number of visitors to our websites,
● to record the respective visiting times of our website visitors and
● to record the visit sequence of various websites and product pages in

order to optimize our website.

a. Web Analysis - Google Analytics/ Google Analytics 4

On the basis of your consent, which can be revoked at any time with effect
for the future, in accordance with Art. 6 (1) sentence 1 lit. a), Art. 7 GDPR, we
use the Google Analytics service for the purpose of analysis and
optimization on our pages. This is a web analytics service provided by
Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland
(parent company: Google LLC, 1600 Amphitheatre Parkway, Mountain
View, CA 94043, USA. At the same time, you consent pursuant to Art. 49 (1)
sentence 1 lit. a) GDPR that your data may be processed at the parent
company of the processor Google in the USA.

Google Analytics uses cookies (text files on your computer, with the help of
which your terminal device can be recognized), which enables an analysis
of the use of our offer by Google. When you visit our website, the following
data, among others, may be recorded:

● IP address (in shortened form, a clear assignment is not possible)
● Approximate location (country and city)
● Technical information such as browser, Internet provider, terminal

device and screen resolution
● Behavior on the site (pages viewed, clicks and scrolling behavior)
● Source of origin of the visit (via which website or advertising medium

the page was reached)
● Session duration and whether the page was left without interaction
● Add to favorites
● Content sharing (social media)

Google uses the aforementioned information on our behalf to evaluate
your use of our website, to compile reports on website activity for us and to
provide us with other services related to the use of websites and the
internet.



The IP address transmitted by your browser as part of Google Analytics is
not merged with other Google data. In order to exclude a direct personal
reference, we use Google Analytics with the extension “anonymizelp”. Your
IP address is only recorded by Google in shortened form, which ensures
anonymization and does not allow any conclusions to be drawn about your
identity. With IP anonymization on our websites, your IP address is
shortened by Google within member states of the European Union or in
other contracting states to the Agreement on the European Economic
Area. The information collected by the cookies about the use of our
websites (including your anonymized IP address) may under certain
circumstances be transferred to a Google server in the USA under Google’s
responsibility and stored there. Only in exceptional cases will the full IP
address be transferred to a Google server in the USA and shortened there.

b. Google Tag Manager

In connection with Google Analytics, we use the so-called Google Tag
Manager of the company Google (service provider: Google Ireland Limited,
Gordon House, Barrow Street, Dublin 4, Ireland. Parent company: Google
LLC 1600 Amphitheatre Parkway Mountain View, CA 94043, USA. This is a
solution with which we can manage so-called website tags via an interface
and thus integrate other services such as Google Analytics into our online
offering. No profiles are therefore created via the Tag Manager itself. Also,
no cookies are stored. Google only learns the IP address of the user, which
is necessary to run the Google Tag Manager.

The processing of this personal data is based on your consent, which can
be revoked at any time with effect for the future, Art. 6 para. 1 p. 1 lit. a), Art.
7 GDPR. At the same time, you consent pursuant to Art. 49 (1) p. 1 lit. a)
GDPR that your data may be processed at the parent company of the
order processor Google in the USA.

For more information on Google Analytics Terms of Use and Privacy Policy,
please visit https://www.google.com/analytics/terms/de.html and
https://support.google.com/analytics/topic/2919631?hl=de&ref_topic=10080
08.

For more information on Google Tag Manager and how it works, please
visit: https://www.google.com/intl/de/tagmanager/faq.html



2. Advertising based on tracking and retargeting

a. Google Remarketing

We use the Google Remarketing function, a service provided by Google
Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland (parent
company: Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA
94043). The remarketing function is used to present interest-based
advertisements to visitors to the website as part of the Google advertising
network. Your browser stores cookies (text files) on your computer for this
purpose. This makes it possible to recognize you as a visitor as soon as you
visit websites that also belong to the Google advertising network. This also
includes internet offers from Google itself.

The cookie files stored by Google contain a sequence of numbers that are
used to record visits to the website as well as anonymized data about the
use of the website. You can find out how to prevent the use of cookies in
your browser settings in the help function of your browser.

You may then be shown interest-based advertising on the pages of the
advertising network, the content of which relates to the previously
accessed web pages (i.e. also to the content of this website).

This personal data is processed for the purpose of optimizing our offers
and individualized advertising on the basis of your consent, which can be
revoked at any time with effect for the future, Art. 6 (1) sentence 1 lit. a, Art.
7 GDPR. At the same time, you consent pursuant to Art. 49 (1) sentence 1 lit.
a GDPR that your data may be processed at the parent company of the
order processor Google in the USA.

If you still do not wish to use Google’s remarketing function, you can
deactivate it using the following link:
http://www.google.com/settings/ads

http://www.google.com/settings/ads


You can also prevent the use of cookies by Google by following the link
below and downloading and installing the plug-in provided there:
https://www.google.com/settings/ads/plugin

Alternatively, you can disable the use of cookies for interest-based
advertising via the ad network initiative by following the instructions at
http://www.networkadvertising.org/managing/opt_out.asp.

Further information on Google Remarketing and Google’s privacy policy
can be found at: http://www.google.com/privacy/ads/

b. Google Ads

We use Google Ads, an advertising service provided by Google Ireland
Limited Gordon House, Barrow Street, Dublin 4, Ireland (parent company:
Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA 94043, USA),
and also conversion tracking as part of Google Ads. Google Ads stores a
conversion tracking cookie on your computer's hard drive ("conversion
cookie") when you click on an ad placed by Google. If you visit certain
pages of our website, Google can recognize that you have clicked on the ad
and were referred to this website. The information obtained using
conversion cookies is used to generate statistics for advertisers using
conversion tracking. These statistics show us the total number of users
who clicked on the Google ad and visited a web page with a conversion
tracking tag.
The processing of this personal data is based on your consent, which can
be revoked at any time with effect for the future, Art. 6 para. 1 p. 1 lit. a), Art.
7 DS-GVO. At the same time, you consent pursuant to Art. 49 (1) p. 1 lit. a)
DS-GVO that your data may be processed at the parent company of the
order processor Google in the USA.

c. Facebook Pixel

We use the Facebook Pixel on our website, a service provided by Facebook
Ireland Limited, 4 Grand Canal Square, Dublin 2, Ireland. The service
enables us to determine target groups for advertising on Facebook,
so-called "Facebook Ads", based on website visits and surfing behavior. We
also use Facebook Pixel to measure the effectiveness of online marketing
measures. In this way, we can track users' actions after they have seen
and/or clicked on a Facebook ad and then placed an order. When you visit
a website, the pixel is integrated directly by Facebook and may store a

https://www.google.com/settings/ads/plugin
http://www.networkadvertising.org/managing/opt_out.asp
http://www.google.com/privacy/ads/


cookie on your device. If you subsequently log in to Facebook or are already
logged in to Facebook, your visit to this website can be logged in your
profile. The collected user data is anonymous for us and therefore does not
allow any conclusions to be drawn about your identity. However, this data
is stored and processed by Facebook, so that it is possible to draw
conclusions about the respective user profile. Data processing by Facebook
is carried out in accordance with Facebook's data usage guidelines. For
this purpose, we have concluded a shared responsibility agreement with
Facebook. For more information about Facebook's data processing, please
visit: https://www.facebook.com/about/privacy/.

The processing of this personal data is based on your consent, which can
be revoked at any time with effect for the future, Art. 6 para. 1 p. 1 lit. a), Art.
7 DS-GVO. At the same time, you consent pursuant to Art. 49 (1) p. 1 lit. a)
DS-GVO that your data may be processed at the parent company of the
order processor Google in the USA.

d. Pardot Pixel

We use Pardot Pixel on our website to collect information about visitors to
the website. Pardot Pixel is a service of the provider Salesforce.com
Germany GmbH, Erika-Mann-Str. 31, 80636 Munich.

With the help of cookies, your IP address, type and version of your Internet
browser, operating system used, the page accessed, the previously visited
page (referrer URL), date and time of access are processed. Via the cookie,
you are assigned a unique ID to identify returning visitors. In addition, we
can record which actions are taken on the website, such as page views,
clicks on links and buttons and conversions.The aforementioned data can
be linked to information that you submit via the contact form. The
processing of this personal data is carried out for the purpose of optimizing
our offers and individualized advertising on the basis of your consent,
which can be revoked at any time with effect for the future, Art. 6 para. 1 p. 1
lit. a), Art. 7 DS-GVO. At the same time, you consent pursuant to Art. 49 (1)
sentence 1 lit. a) DS-GVO that your data may be processed at the parent
company of the order processor Salesforce.com Inc. in the USA (Salesforce
Tower, 415 Mission Street, 3rd Floor, San Francisco, CA 94105, USA.

For more information on Pardot/Salesforce, please visit
https://www.salesforce.com/eu/gdpr/pardot/.

https://www.facebook.com/about/privacy/


e. Microsoft Ads UET Tag

We use the online advertising program "Microsoft Bing Ads Universal
Event Tracking- UET" on our website, a service of Microsoft Corporation,
One Microsoft Way, Redmond, WA 98052-6399, USA ("Microsoft") to create
usage profiles using pseudonyms. A Bing UET tag is implemented on our
website, by means of which we collect, among other things, information on

● the length of time spent on our website
● which individual areas of the website were accessed and
● via which advertisements they reached our website.

The legal basis for the processing is your consent, Art. 6 para. 1 p. 1 lit. a), Art.
7 GDPR. Your data will be processed in the USA by Microsoft. The legal
basis for the transfer to the third country USA is your consent, Art. 49 para. 1
lit. a) GDPR.

Further information can be found at the website
https://help.bingads.microsoft.com/#apex/3/de/53056/2 . For more
information on data protection at Microsoft and Bing, please refer to
Microsoft's privacy policy (
https://privacy.microsoft.com/de-de/privacystatement ).

f. LinkedIn Inside Tag

We use the so-called LinkedIn Insight tag (or LinkedIn Pixel) of LinkedIn
Ireland Unlimited Company, Wilton Place, Dublin 2, Ireland ("LinkedIn") on
our website. For more information, please visit
https://www.linkedin.com/legal/privacy-policy.

The Insight Tag will collect the following information about you and
transmit it to LinkedIn:

● URL,
● Referrer URL,
● IP address,
● device and browser data, and
● a timestamp.

In exceptional cases, profile data may be processed together with the
above categories of data. This is the case if you are a member of LinkedIn.



In this context, we would like to point out the settings options within your
LinkedIn profile.

LinkedIn will provide us with an analysis of the use of our website in
aggregate form so that we are able to improve our website and content for
our users. In addition, this data will be used for targeted measures for ads
in the LinkedIn platform.

We are jointly responsible with LinkedIn Corp. for the collection and
transfer of data to LinkedIn; however, any processing of data after transfer
is the sole responsibility of LinkedIn.

The Insight Tag collects and transfers data only after your explicit consent
in the cookie banner displayed when you access our website.

LinkedIn will encrypt your data, IP addresses will be truncated, and direct
identifiers will be removed within seven days to make the data
pseudonymous. The remaining pseudonymized data will then be deleted
within 90 days.

Last updated: 10/2022


